
La The Cyber 
Protection of your 
Company...
in your pocket



Uranyo can automatically and 24/7 detect any type of cyber-attack thanks to the analysis of the 
behavioral anomalies of processes and network communications.

Artificial Intelligence 
Control
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Uranyo implements real-time reactions, 
according to pre-selectable "automation 
levels".nabili.

100% protection: from 
malware/ransomware thorough attacks to 
the most sophisticated attack attempts 
(Zero-Day Attack, Advanced Persistent Threat).



Uranyo is the  “Made in Italy” Cyber Protection solution for companies, that combines the most advanced 
algorithms of military-derived artificial intelligence, with maximum ease of installation and use.

1 2 3Agent SW

App Mobile
DashboardS.O. supported:  

Microsoft (from XP on), 
Linux/Unix, macOS.

Available for 
Android and IOS.

The SW Agent, once installed on each endpoint to be protected (PC, 
Server,...), communicate with each other and autonomously learn the 
"normal" behavior of the infrastructure to be protected, both at 
individual process and network level .

The Uranyo app allows the administrator to have full control over the 
company's security, combining the main functions of the dashboard with 
the convenience of "mobile" management, particularly useful for companies 
that do not have Dashboard controlling staff.

Uranyo continuously detects any anomaly with respect t
o "normal" behavior and performs protection actions 
pre-selected during setup in real-time.

Each incident is notified to the user and 
administrator, via app and dashboard, according to 
pre-selectable customization levels.
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“ “YOUR COMPANY'S CYBER PROTECTION...IN YOUR POCKET

Receiving notifications of each 
anomaly detected by the agents and 
the relative automatic action 
implemented by Uranyo. 

Log of notified anomalies/incidents, 
related status and remedial actions 
performed.

Immediate association between app 
and computer, via QR code.

Management of any anomalies for which an 
authorization to proceed was requested 
during the setup phase.

Advanced analysis of the anomalies found, 
thanks to the Advanced Threat Intelligence 
features implemented in the Cloud component 
of Uranyo.

Simultaneous management of multiple 
locations/companies.

Authorisation/blocking attempts to 
use PC USB peripherals, on which 
restrictions have been pre-set.

Remote segregation of a computer 
(Internet, Lan, Wan, VPN).

Levels of protection not achievable with traditional antivirus, thanks to 
the implementation of features from EDR (Endpoint Detection and 
Response) and NSA (Network Security Appliance).

Maximum protection against any threat (malware, Zero-
Day Attack, Advanced Persistent Threat).

Guided installation in 3 clicks. 

Made in Italy.

Simplified management via app, with pre-selectable levels 
of automation, up to "100% automatic" operation.

Unique benefits:

What is Gyala?
Gyala is the Italian tech company specialized in Cyber Security that makes the best of 
military research available to the national business ecosystem, with a portfolio of 
solutions dedicated to small, medium and large companies. Born in 2017 from the 
twenty years of experience in defense, information technology and security of the 
three founders, Gyala combines the "agile" approach typical of an innovative startup, 
with the consolidated know-how gained in the management of Cyber Protection 
projects of critical infrastructures, developed with various units of the Ministry of 
Defense and with the main national System Integrators.

The solution portfolio:
Agger

Uranyo

Tailored projects for 
critical infrastructure

SMEs, Large 
Companies and PA

Agger is a project funded by 
the National Plan for Military 
Research (PNRM)
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To set up a demo:

 info@gyala.it

For any further information

 Phone: 06.41204467

Website: www.uranyo.it
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